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CSSF Guidance on Virtual Assets 
New FAQ for UCI and credit institutions 
 

 

 

Executive Summary 
 

• The CSSF published two sets of FAQ providing guid-

ance on virtual assets: one for undertakings for col-

lective investments on 29 November 2021 and one 

for credit institutions published on 23 December 

2021. 

• The FAQ are expected to be updated by the CSSF 

from time to time (last update on 4 January 2022). 

• The definition of “virtual assets” changes for each 

FAQ and should be carefully checked 

• Undertakings for collective investments targeting re-

tail investors may not invest in virtual assets (with the 

exception of financial instruments) 

• AIFMs managing AIFs which intend to invest in virtual 

assets need to obtain an extension of authorisation 

from the CSSF 

• Credit institutions which intend to provide services in 

relation to virtual assets shall submit and present be-

forehand a business case to the CSSF 

• Credit institutions providing custody services in rela-

tion to virtual assets should monitor counterparty 

risk of external exchange or custody platforms unless 

they effectively transfer such risk to their customers 

 

 

The new and evolving sector around virtual assets raises 

numerous questions from professionals under the super-

vision of the Luxembourg financial sector regulator (Com-

mission de Surveillance du Secteur Financier - “CSSF”), no-

tably questions in relation to investments in virtual assets 

by investment funds and credit institutions and the 

                                                                 
1 See Question 1, Question 2 of the FAQ-UCI. 

provision of services in relation to virtual assets by credit 

institutions. 

 

To respond to such recurring questions, the CSSF has re-

cently provided guidance on virtual assets by publishing 

concise answers to a list of frequently asked questions 

(“FAQ”). 

 

The FAQ were published in two sets: one for undertakings 

for collective investments (“UCI”) published on 29 No-

vember 2021 (the “FAQ-UCI”) and one for credit institu-

tions published on 23 December 2021 (the “FAQ-CI”). 

 

The FAQ are expected to be updated by the CSSF from 

time to time. Both the FAQ-UCI and the FAQ-CI were last 

updated on 4 January 2022. 

 

This GSK Update provides a general overview of the FAQ 

and of a brief explanation of specific answers provided by 

the CSSF in its FAQ. 

 

I. Definition of virtual assets 

 

The definition of virtual assets is not clear for each FAQ 

and should be carefully checked. 

 

Certain FAQ1 explicitely target only those virtual assets 

defined in Article 1 (20b) of the Law of 12 November 2004 

on the fight against money laundering and terrorist fi-

nancing, as amended (the “AML/CTF Law”). Such defini-

tion includes virtual currencies that can be digitally 

traded, or transferred, and can be used for payment or 

investment purposes, but excludes virtual assets that 

See also Q5 of the FAQ-CI generally stating that virtual assets do 
not qualify as financial instruments, in contradiction with Q1 of 
the FAQ-CI. 
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fulfil the conditions of electronic money2 and the virtual 

assets that fulfil the conditions of financial instruments3  

 

Certain FAQ4 explicitly refer to electronic money and fi-

nancial instruments. 

 

Most of FAQ, however, do not clarify whether the defini-

tion of “virtual assets” includes electronic money and fi-

nancial instruments. An assessment should be carefully 

made on a case-by-case basis. In case of doubt, we would 

recommend to check with the CSSF beforehand. 

 

II. UCI addressing non-professional customers and pen-

sion funds 

 

According to Question 1 and Question 2 of the FAQ-UCI, 

UCITS and UCIs5 addressing non-professional customers 

and pension funds are not allowed to invest, directly or 

indirectly, in virtual assets.  

 

Question 1 clarifies that assets which qualify as financial 

instruments, such as shares of companies active in the vir-

tual asset ecosystem, could potentially fall within the 

scope of eligible investments for UCITS. 

 

It should be noted that the definition of “virtual assets” 

used for Question 1 and Question 2 of the FAQ-UCI ex-

cludes virtual assets that fulfil the conditions of electronic 

money and the virtual assets that fulfil the conditions of 

financial instruments (e.g., security tokens). Neverthe-

less, it would be advisable for UCITS and UCIs addressing 

retail investors to verify with the CSSF beforehand 

whether direct or indirect investments in virtual assets 

(including electronic money and financial instruments) 

would be suitable for retail investors. 

III. Requirements for AIFMs managing AIFs which invest 

in virtual assets 

 

                                                                 
2 Within the meaning of point (29) of Article 1 of the Law of 10 
November 2009 on payment services, as amended. 
3 Within the meaning of point (19) of Article 1 of the Law of 5 

April 1993 on the financial sector, as amended. 
4 See Q1 and Q3 of the FAQ-CI. 

According to Question 3 of the FAQ-UCI, Luxembourg au-

thorised AIFMs managing AIFs which intend to invest, di-

rectly or indirectly, in virtual assets have to obtain an ex-

tension of authorisation from the CSSF for this new in-

vestment strategy. In essence, AIFMs which intend to 

manage an AIF investing in virtual assets need to obtain 

prior authorisation from the CSSF for the strategy “Other-

Other Fund-Virtual assets”. In this context, the CSSF ex-

pects to receive, inter alia, the following information/doc-

uments: 

 

• description of the project and of the different service 

providers/delegates involved; 

 

• information on whether or not the investments in 

virtual assets will be made directly or indirectly (by 

the means of derivatives for example); 

 

• an updated risk management policy including in par-

ticular how the risks in relation to the virtual assets 

are managed; 

 

• an updated valuation policy including the rules as to 

how the value of the virtual assets will be deter-

mined; 

 

• description regarding the experience of the portfolio 

manager (and other involved entities in the invest-

ment management process) in virtual assets; 

 

• description of how the custody of the assets will be 

organised by the depositary; 

 

• information regarding the targeted investors, as well 

as any information on the distribution channels of 

the AIF; 

 

• the AIFM’s AML/CTF analysis on the assets side. 

 

5 The terms “UCITS” and “UCIs” are not defined in Question 1 of 
the FAQ-UCI. Based on the current market practice of the CSSF, 
it seems that Question 1 of the FAQ-UCI applies to all types of 
funds and the use of the term “UCIs” seems to cover all fund 
structures, including AIFs, RAIFs and SIFs. 
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In addition, the CSSF expects initiators of AIFs which in-

tend to invest in virtual assets to present their project be-

forehand to the CSSF. 
Furthermore, investment managers need to make a case-
by-case assessment of the impact of these investments 
on the risk profile of the AIF. Investment managers will 
also have to ensure that investors are properly informed 
in a transparent and timely manner and that the relevant 
fund documentation is updated. 
 

IV. Requirements for AIFMs managing AIFs which invest 

in virtual assets 

 
According to the Question 5 of the FAQ-UCI and Q7 of the 
FAQ-CI, Luxembourg fund depositaries mandated to act 
as depositary for investment funds investing directly in 
virtual assets must put in place adequate organizational 
arrangements and an appropriate operational model, 
considering the specific risks related to the safekeeping of 
virtual assets. In addition, depositaries shall notify the 
CSSF beforehand when they intend to act as depositary 
for investment funds investing directly in virtual assets. 
 
Moreover, a depositary providing administrative and de-
positary services to investment funds investing in virtual 
assets triggers an obligation to register as a virtual asset 
service provider, if the depositary directly provides ser-
vices related to safekeeping or the administration of vir-
tual assets, including custodial services, to its client. Be-
sides, fund depositaries that envisage to directly safe-
guard virtual assets are required to inform the CSSF of 
such plans in a timely manner. This requirement is addi-
tional to the registration as a virtual asset service pro-
vider. 
 

V. Requirements for Credit institutions which intend to 

provide services in relation to virtual assets 
 
According to Question 3 of the FAQ-CI, additional obliga-
tions apply to credit institutions that intend to offer vir-
tual asset services.  
 
In essence, credit institutions which intend to provide ser-
vices in relation to virtual assets must submit in advance 
a detailed business case to the CSSF including a risk-ben-
efit assessment, required adaptations to their govern-
ance and risk management frameworks, the effective 

handling of counterparty and concentration risk and the 
implementation of investor protection rules. 
 

VI. Counterparty risk of external exchange or custody 

platforms 
 
As virtual assets are generally kept at external exchange 
or custody platforms, the counterparty risk of credit insti-
tutions towards the specialized virtual asset service pro-
viders may contractually be transferred to their custom-
ers.  
 
Per Question 4 of the FAQ-CI, credit institutions that do 
not transfer the counterparty risk to their customers must 
comply with the exposure limits framework provided in 
the Capital Requirements Regulation (“CRR”) for the 
counterparty risk they incur on custody or exchange plat-
forms. 
 
In all circumstances, credit institutions that plan to di-
rectly safeguard virtual assets must inform the CSSF of 
such plans in a timely manner. 
 

VII. Conclusions 

 

In light of the above, CSSF supervised entities interested 

in pursuing an activity involving virtual assets or already 

involved in virtual asset activities need to closely follow 

any relevant regulatory developments, should adopt a 

prudent approach and should proactively engage with the 

CSSF when planning any activity involving virtual assets. 
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written consent of GSK Stockmann SA. 

 

Disclaimer 

This client briefing exclusively contains general information which is not 

suitable to be used in the specific circumstances of a certain situation. 

It is not the purpose of the client briefing to serve as the basis of a com-

mercial or other decision of whatever nature. The client briefing does 

not qualify as advice or a binding offer to provide advice or information 

and it is not suitable as a substitute for personal advice. Any decision 

taken on the basis of the content of this client briefing or parts thereof 

is at the exclusive risk of the user. 

 

GSK Stockmann SA as well as the partners and employees mentioned in 

this client briefing do not give any guarantee nor do GSK Stockmann SA 

or any of its partners or employees assume any liablitity for whatever 

reason regarding the content of this client briefing. For that reason, we 

recommend you request personal advice. 
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